
Subject: Re: TT TEASER! - water rendering and widescreen fix
Posted by StealthEye on Sat, 30 May 2009 10:04:25 GMT
View Forum Message <> Reply to Message

halo2pac wrote on Sat, 30 May 2009 03:18Not at all. I have seen malware execute from the
caching of an icon. I bet Roshambo can back me up on this since he told me once that just having
a virus file is dangerous since some find ways of executing by themselves.That's because of a
bug in the icon loading code probably; point is that the same thing can be done by ending
malicious network packages. The downloader will not make the risk on a bug being exploited
higher.. You'll need to write a specific exploit to a specific bug in either the downloader or any
other Renegade code, which part you choose does not really matter much. It's not as easy as
renaming virus.exe, just like it's not as easy as just sending the virus.exe over the renegade
network connection. Tricky exploits are needed to make it execute.
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