
Subject: Re: SSAOW 1.4.2 feature suggestion
Posted by Cat998 on Fri, 03 Feb 2006 17:07:02 GMT
View Forum Message <> Reply to Message

=HT=T-Bird wrote on Fri, 03 February 2006 14:08
If someone was able to inject code remotely (buffer overrun/format string vulnerability
ANYWHERE on the server) they could have your auth password if ReadProcessMemory () was
allowed...      

p.s. isn't the chat in Ren sent as cleartext (f2,f3,pages)?

Im not talking about ReadProcessMemory (),
Im talking about Jonwil's scripts.dll/bhs.dll.
You can do chathooking and other stuff with it.
You should look into it  

 http://sourceforge.net/project/showfiles.php?group_id=51947&
amp;package_id=56768&release_id=389166
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