
Subject: a few questions - props if you can answer 'em
Posted by Crimson on Mon, 13 Dec 2004 20:46:25 GMT
View Forum Message <> Reply to Message

One would think that if RenGuard contained any trojans or malicious code, one of the well over
11,500 unique users of RenGuard would have been reporting the problem. But they haven't,
because the program is 100% legit and does exactly what we say it does, and only what we say it
does.

It also stops just about 99% of cheating in Renegade. It stops bigheads, objects.ddb changes, and
other modifications of size, speed, ammo. Cheating in Renegade is far more extensive than many
other games and quite fatal to a game that a blatant cheater would join.

Basically, a server owner has EVERY right to say who can play in his/her server and who can't...
and if the server owner decides that only people running RenGuard are allowed in their server, or
they decide you specifically must use it to play, then you'll have to get it or play somewhere else.

BahnAs for the software thing. I don't download third party software. The only open port's on my
network have a 1.5mbit encrypted key challenge.

Bullshit. You don't download third-party software... so you only use Internet Explorer and Office?
Or are you on Linux which is pretty much ALL third party software... And what the hell is a 1.5 mbit
encrypted key challenge?! Sounds to me like you're making yourself look smart, but I see clearly
through it. You don't have a clue.
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